**Внимание! Мошенники используют новые схемы телефонного обмана, в том числе, для обмана пенсионеров и инвалидов**

- Мошенники звонят гражданину по телефону или через мессенджер и сообщают, что его денежные средства якобы пытаются похитить.

Для решения проблемы предлагают установить фейковое приложение Центрального Банка Российской Федерации.

Затем злоумышленники просят запустить приложение и ввести код подтверждения от банка якобы для авторизации. Именно так мошенники получают необходимые им данные карты.

- Мошенники звонят, представляясь сотрудниками страховых компаний и сообщают о необходимости продления полиса ОМС.

Для дистанционного обновления предлагают скачать приложение Министерства здравоохранения РФ, которое на самом деле фейковое и позволяет получить удаленный доступ к смартфону, а также интернет-банку и порталу «Госуслуги».

Граждане, будьте бдительны! Если поступил такой звонок, незамедлительно прекращайте разговор и перезвоните в службу безопасности банка, службу поддержки страховой компании, чтобы уточнить необходимую информацию.